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Abstract

The proliferation of misinformation is one of the most pressing
challenges in today’s digital landscape, due to its far-reaching impli-
cations for public health, economic stability, trust in governmental
institutions, and societal cohesion. Despite efforts to regulate online
platforms and limit the spread of misinformation, many individuals
are left behind because of their low digital literacy, level of educa-
tion, and other contributing factors. In this context, we explore the
use of Large Language Models (LLMs) to identify misinformation
and we evaluate the capabilities of GPT-4.1-mini, as a representa-
tive example of these models. We then discuss how LLMs can help
empower users to critically create and share information, thereby
fostering more resilient online communities. We also present a set of
possible interaction patterns for content creation and moderation.
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1 Introduction

The rise of online activities and the widespread adoption of Online
Social Networks (OSNs) have amplified the dissemination of misin-
formation (i.e., news containing false or misleading information).
The proliferation of misinformation constitutes one of the most
pressing challenges in today’s digital landscape, with effects that
extend beyond the online world and impact our economies, health,
trust in governments, and more. For example, increased engage-
ment with misinformation was observed during the US presidential
election campaigns of 2016 and 2020 [1]. In particular, during the
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2016 campaign, the 20 top-performing false election stories on Face-
book generated more shares, comments, and reactions than the 20
best-performing election stories from 19 major news outlets [35].
Similarly, during the 2018 presidential election in Brazil, the role
of messaging applications in spreading misinformation became
evident due to their technical affordances, such as the end-to-end
encryption, minimal forwarding limits, and the lack of effective
fact-checking mechanisms [3]. Even more concerning, during the
COVID-19 pandemic, OSNs experienced a surge in misinformation
that promoted erroneous practices and disseminated inaccurate
information, thus affecting people’s health and well-being [37]. In-
stead, in 2013, a fake news claiming that Barack Obama had been
injured in an explosion wiped out $130 billion from the stock mar-
ket, demonstrating the potential impact of misinformation on our
economies and people’s lives [33].

In order to build safer online spaces and safeguard users, online
platforms implement various techniques to limit the spread of mis-
information. For example, suspected misinformation violations are
usually assessed by third-party reviewers, unlike traditional policy
violations, which are reviewed by trained moderators. In particular,
in the case of Meta, these reviewers are certified by an independent
organization, namely the International Fact-Checking Network [19].
Recently, Meta began phasing out its fact-checking program and
introduced a community-based (i.e., crowd-sourced) initiative in
the US, similar to X’s Community Notes, where ordinary users of
social media comment on content deemed misleading [28]. How-
ever, the effectiveness of this approach in reducing engagement
with misinformation remains unclear [6].

Unfortunately, many people are left behind in navigating online
spaces, including misinformation, because of their low digital lit-
eracy, level of education, and other demographics [13]. According
to [32], accidental sharing - defined as the dissemination of news
without recognizing its falsity - is more prevalent than deliberate
sharing, which occurs when individuals share information they are
aware is false. These findings highlight the importance of empow-
ering users with the skills to detect fake news and raising their
awareness, as both are crucial for limiting the dissemination of mis-
information and fostering resilient online communities. Moreover,
Geeng et al. [17] observed that social media users may refrain from
further investigating posts for various reasons, including challenges
in navigating the user interface (UI) on mobile devices, overconfi-
dence in the ability to identify misinformation, the cognitive effort
required to conduct in-depth investigation, and a lack of interest in
the content. Therefore, the design of effective user interfaces, expe-
riences, and interactions is essential to enhance users’ likelihood
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of critically engaging with misinformation and to promote greater
awareness, thereby aiming to limit the spread of misinformation.

Since the launch of ChatGPT in November 2022, Large Language
Models (LLMs) - deep learning models trained on large scale corpora
with advanced language understanding capabilities - have seen
a rapid adoption and have been applied across several domains,
including, but not limited to, healthcare [16, 42], education [18, 40],
coding and web accessibility [2, 10, 29], content moderation [15, 22,
30], and beyond. Notable examples of LLMs include the OpenAI’s
GPT series (e.g., GPT-40, GPT-40 mini, etc.), and the Meta’s LlaMa
(Large Language Model Meta AI) family.

In this context, our research aims to explore the potential of
LLMs for identifying misinformation, and providing justifications
and guidance for users in critically engaging with it. In particular,
we evaluate the performance of GPT-4.1-mini, representative of
contemporary LLMs, in detecting misinformation and extracting
interpretable semantic properties, including polarization, emotion-
ality, sentiment, and readability. Furthermore, we design and discuss
a set of interaction patterns for content creation and moderation.
The ultimate aim of this work is to enable Al-assisted, trustworthy
content creation and engagement - empowering users to critically
produce and share information, thereby reducing the spread of
misinformation and fostering safer and more resilient online spaces
and communities.

This work is in line with some of the Sustainable Development
Goals (SDGs), which are the central component of the United Na-
tions’ 2030 Agenda for Sustainable Development. In particular, our
research is related to Good Health and Well-Being (#3), Reduced
Inequalities (#10), and Peace, Justice, and Strong Institutions (#16).

The remainder of the paper is organized as follows. Section 2
provides an overview of the related literature. Section 3 presents
and discusses the results of the evaluation of GPT-4.1-mini in identi-
fying misinformation, along with an analysis of semantic properties
and their relationships to misinformation. A set of possible inter-
action patterns for content creation and moderation is presented
in Section 4. Section 5 discusses the limitations of our work. Fi-
nally, we draw our conclusions and present some future research
directions in Section 6.

2 Related Work

In this section, we provide a brief overview of the relevant literature
about content moderation and misinformation detection, as well as
emerging approaches for interacting with large language models
beyond conventional chat-based interfaces.

2.1 Content Moderation and Misinformation

Content moderation, including the detection of misinformation,
is one the pillars of online social networks for keeping users safe
from malicious activities [19]. The importance of the topic is further
demonstrated by the growing efforts of the research community. For
example, considering the ongoing decentralization of social services,
Franco et al. [14] designed two solutions to contrast the unautho-
rized spread of intimate content, even incorporating blockchain and
Non-Fungible Tokens (NFTs), thereby enhancing the content mod-
eration capabilities of decentralized social platforms. Instead, Jhaver
et al. [21] introduced the concept of personal content moderation,
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defined as “a form of content moderation in which users can configure
or customize some aspects of their moderation experience based on
the content of posts submitted by other users”, acknowledging that
a one-size-fits-all solution would not be able to accommodate the
needs of the (millions of) users of OSNs. Xu et al. [43] proposed
Safe Guard, an LLM-based agent for the real-time detection of hate
speech in social virtual reality (VR).

The detection and mitigation of misinformation has attracted
significant interest due to its potential impact on various aspects
of our lives, including our economies, health, trust, and more. For
example, Biselli et al. [4] explored the use of personalized nudges
to mitigate misinformation. Xu et al. [41] proposed a novel fuzzy
logic-based neural network for detecting fake news and conducted
a comprehensive evaluation using the LIAR2 dataset. Lee et al. [25]
investigated users’ perceptions of and interactions with an Al-based
chatbot for fact-checking and debunking misinformation in private
messaging platforms, acknowledging the differences in address-
ing misinformation across various social platforms (i.e., traditional
social networks vs. private messaging platforms). A comprehen-
sive review of the current challenges and open research directions
related to fake news can be found in [46].

As large language models continue to gain traction across var-
ious domains, their potential applications in content moderation
and misinformation detection (and mitigation) have become a grow-
ing focus of research. For example, Franco et al. [15] explored the
use of LLMs into content moderation pipelines and assessed the
capabilities of both open-source and commercial models in con-
tent moderation, arguing that these tools can support personalized
content moderation and improve communication between users
and platforms. Liu et al. [26] proposed FMDLlama, a LLM for the
detection of financial disinformation. Ernst [12] identified the use
of LLMs for detecting textual misinformation as a promising re-
search area, highlighting a wide range of potential future directions,
including implications for trust in artificial intelligence, and the
ability to manage multilingual content.

Recently, social media platforms have increasingly adopted crowd-
sourced fact-checking approaches, wherein ordinary users of social
media comment on content identified as misleading. Although the
effectiveness of this approach remains unclear [6, 34], it has at-
tracted substantial research attention. For example, Costabile et
al. [9], recognizing that traditional fact-checking mechanisms are
not sufficient given the vast volume of information circulating in
digital spaces, evaluated the effectiveness of using an ensemble of
generative agents to perform fact-checking.

However, prior work has not focused on supporting users in
identifying and critically engaging with misinformation. Our re-
search seeks to address this gap by exploring the potential of LLMs
to detect misinformation and assist users in navigating misleading
content on social media. We present examples and prototypes of
possible user interactions, with the goal of empowering users to
critically engage with and create content.

2.2 LLM Interactions

Beyond the interaction with LLMs through a traditional chat-based
interface, various emerging interactions have been explored in
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numerous domains, including generation of social media content,
coding, and more.

While there are several works concerned with the generation of
social media content (e.g., [45], [38]), work on deeper interactions
with the LLM are sparse. The corporate communication compan-
ion [27] supports creators in writing work-related social media
posts. By outlining their desired goal and context, an LLM gen-
erates a post suggestion. Additionally, users can apply different
“"tones", such as tailored vs. generic, to steer the LLM. Academify-
Lite [11] follows a similar path, by generating X posts on scientific
topics. Content creators provide context such as paper abstracts and
key findings and can adapt the tone (e.g. humorous), to generate
post suggestions.

Lee et al. [23] provide an extensive discussion on designing in-
telligent and interactive writing assistants. They split the system
controls into two paradigms: The implicit paradigm, where the
assistant provides responses based on the users composition of
the artifact and the explicit paradigm, where users request specific
assistance. For example, Lee et al. [24] presents a tool for story
writing that enables automatic suggestions for text completion.
Wordcraft [44] incorporates concepts from both paradigms and
integrates several interaction techniques, including "infilling" (sub-
phrase based alternative suggestions), "continuation” (adding text
to sub-phrase), "elaboration" (adding details to sub-phrase) and
"free-form style transfer" (change style of sub-phrase). An explicit
interaction pattern is discussed by Clark and Smith [8] where users
are provided with two alternative options and can choose one of
them, while personalizing the assistant. Grimm and Rubart [18]
present a tool for the creation of interactive comics and provide in-
teraction mechanisms by adapting the story and character context
and recalculating the recommendation by leveraging the stochas-
ticity of LLMs.

For the field of programming and, more specifically, code com-
pletion driven by LLMs, Husein et al. [20] provide an extensive
overview and discussion. The community discusses this implicit in-
teraction mostly on the token- and line-level (e.g., [36]) but there are
also endeavors to generate larger blocks of code at once (e.g., [7]).
Instead, CodeA11y [29] offers code suggestions based on specific
guidelines, highlighting errors in the current context, and reminds
the developers of previously identified accessibility issues that have
not yet been resolved.

3 LLMs for Misinformation

In this section, we report the results of our analysis on the use of
LLMs for misinformation detection and mitigation, as well as the
relationship between the tone and the nature of the content.

3.1 Misinformation Detection and Mitigation

To assess the effectiveness of LLMs in identifying misinformation,
we evaluated GPT-4.1-mini - part of the OpenAI's GPT series -
on 120 posts, comprising 60 from the LIAR2 dataset [41] and 60
from PolitiFact!, the well-know fact-checking website. LIAR2 is
an enhanced version of the LIAR dataset, originally introduced by
Wang [39] in 2017. Both datasets contain posts labeled by profes-
sional fact-checkers for misinformation detection tasks collected
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from the PolitiFact website. In addition to the 60 posts randomly
sampled from the LIAR2 dataset, we collected 60 posts directly
from PolitiFact to incorporate more recent content. In each case,
we collected 10 posts for each of the six categories in which the
date are divided. For the sake of clarity, Table 1 summarizes the
possible ratings (i.e., labels), their associated numerical values, and
concise descriptions, based on PolitiFact’s Truth-O-Meter scale. For
the scope of this work, we used a subset of the features included in
the LIAR2 dataset; these features, along with their descriptions and
examples, are reported Table 2.

We report here the structure of the prompt provided to the LLM
for classifying the content into one of the six possible ratings.

The prompt contains explanations of the six labels (table 1),
statement, data, speaker, speaker description and their credibility
record (table 2). Based on this, the LLM is prompted to only provide
the number for the classification.

Using this prompt, we evaluated the capabilities of GPT-4.1-
mini to identify misinformation and to provide justifications. To
account for the varying severity of possible misclassifications (i.e.,
predicting True instead of Mostly True is less severe than predicting
True instead of Pants on Fire), we computed the absolute difference
between the predicted rating and the actual rating. More formally,
we used the following formula:

Distance = abs(PredictedRating — ActualRating) (1)

Then, we calculated the mean of the distances for each possible
original rating and data source. As reported in Table 3, the mean
does not exceed 1.7 in any case (although, theoretically, it can range
from 0 to 5). The overall mean across all 120 posts is equal to 1.08.
These results indicate that the model can generally identify mis-
information, although it is not consistently reliable, and therefore
should not be used as standalone tool.

Using LLMs for misinformation detection and mitigation also
enables the generation of human-readable explanations for the
reasoning behind a decision. For example, in response to the claim
“In President Donald Trump’s first 100 days, fentanyl seizures saved
“119 million” to “258 million” lives”, which is correctly labeled as
“Pants on Fire”, the model provides the following justifactions for
its decision:

e the claim is mathematically implausible and wildly exagger-
ated;

o it reflects misunderstanding or misrepresentation of drug
seizure impact;

e there is no supporting evidence;

o although the speaker has a limited record of false statements,
the statement is particularly misleading to the public.

These reasons align with PolitiFact’s professional fact-checking
analysis, demonstrating that such explanations can be both plausi-
ble and valuable in helping users understand and critically evaluate
misinformation.

Finally, the use of LLMs in this context enables the generation
of suggestions for creating or revising content to enhance its re-
liability. For example, in response to the claim “Egg prices came
down 50%” made by Donald Trump on April 2, 2025, the LLM rec-
ommended adding context, such as the timeframe and baselines
for comparison, avoiding exaggerated or absolute figures without
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Table 1: The PolitiFact’s Truth-O-Meter Scale

Numerical Rating ‘ Rating ‘ Description
0 Pants on Fire | The statement is not accurate and makes a ridiculous claim
1 False The statement is not accurate
2 Mostly False | The statement contains an element of truth but ignores critical facts that would give a
different impression
3 Half True The statement is partially accurate but leaves out important details or takes things out
of context
4 Mostly True | The statement is accurate but needs clarification or additional information
5 True The statement is accurate and there is nothing significant missing
Table 2: Details and Example of the Data
Feature ‘ Description ‘ Example
statement Statement or news text In President Donald Trump’s first 100 days, fentanyl seizures saved “119
million” to “258 million” lives.
date Date of the news or statement April 29, 2025
speaker Name of the speaker or platform where | Pam Bondi

the content was posted

Short biography of the speaker or de-
scription of the platform where the con-
tent was posted

Counts of statements previously labeled
as <rating>

Rating of the content

speaker_description

<rating>_counts (for
each of the 6 labels)
label

Pam Bondi, a former Hillsborough County prosecutor, is the U.S. attor-
ney general, sworn in Feb. 5, 2025. [...]

0 (Pants on Fire)

Table 3: Mean Distances between Predicted and Actual Rat-
ings

o 1 2 3 4 5

LIAR2 1.4 0.4 1.1 1.2 1.0 1.7
PolitiFact | 09 05 1.0 1.2 15 1.1
All 1.15 045 105 12 125 14

sourcing, and using precise language language grounded on official
data. It then proposed the following revised version: “Egg prices
dropped significantly — by nearly 50% from their peak in early 2023
— after the avian flu crisis eased and supply chains recovered, ac-
cording to USDA and BLS data. However, prices remain higher than
pre-pandemic levels.”.

Although preliminary, these results suggest that the use of LLMs
can assist users in recognizing and misinformation and empower-
ing them with the ability to critically create and/or share content,
thereby reducing the number of accidental sharing of misinforma-
tion and improving the overall content quality on social media.

3.2 Tone Analysis

For the purpose of providing guidance to users in creating social
media content, simply using the six labels from the LIAR dataset is
rather abstract and lacks explanatory value.

According to the EU parliament, there are six main tactics to
spread disinformation [31]:
(1) Playing with emotions
(2) Polarizing
(3) Flooding the information space
(4) Taking advantage of the confirmation bias
(
(

PSRNG4

5) Manipulating context
6) Attacking and silencing critical voices

These factors can provide valuable insights to explain why cer-
tain content is aligning with a certain label. As we do not have the
necessary context from the dataset to analyze content for 3 - 6, the
first two, emotional language and polarization, might be detectable
through a semantical analysis.

Additionally, text complexity and reading difficulty have been dis-
cussed and analyzed in the context of fake news detection (e.g., [5]).
Disinformation tends to be transported in a more superficial way
and rather tries to take advantage of the confirmation bias (point
4) or might be hard to understand on purpose (point 5).

Lastly, sarcasm is a common rhetorical device to transport infor-
mation in a tangible way. A sarcastic statement could be factually
false, yet have the intention to emphasize on the truth.

Therefore, we conducted an analysis on the extracted 120 sam-
ples by letting the LLM generate a polarization score (0 to 1), emo-
tionality (-1 to 1), a sentiment (“negative”, “neutral”, “positive”),
reading difficulty (0 to 1) and sarcasm (0 to 1). We used the same
prompt as for the fake news classification but asked it for the afore-
mentioned scores instead of the fake news classification.
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For the analysis of the results, first we conducted an ANOVA
analysis, comparing the original labels with the generated scores.
The results are shown in Table 4.

Table 4: ANOVA Analysis and Correlations of Tone Features
with Respect to the Fake News Label

Feature F-Statistic Correlation p-Value
polarization 18.63 -0.698 2.86e-14
sentiment 14.40 0.642 1.93e-11
emotionality 9.43 0.550 1.11e-07
reading_difficulty 5.97 -0.416 9.52e-05
sarcasm 1.90 -0.248 4.36e-01

The F-Statistic shows the ratio of between-group variance to
within-group variance. A higher value means a higher explanatory
value. The bonferroni corrected p-Value (to adjust for multiple
variables), shows the significance of the results. The results show
that all features but sarcasm are significantly associated with the
fake news labels. Especially polarization and the sentiment are
strongly significant, while emotionality and reading difficulty are
less significant. Figure 1 shows the relationship between the scores
and the labels. Sarcasm is not shown as it was mostly 0 with some
scores between 0.1 and 0.2 for Pants on Fire or False labels.

The statistical and visual results show that there is a relevant
relationship between most scores generated by the LLM (besides
sarcasm) and the fake news label, supporting our approach to ex-
plain and assist users in writing appropriate content based on these
features.

4 Use Cases

In the previous section, we have shown how LLMs can quite reliably
identify misinformation and provide human-language justifications.
Elaborating on these results, we present a number of use cases
that showcase how these insights can be exploited to guide users
who are about to inadvertently create or share posts that contain
misinformation.

4.1 Content Sharing

Interaction mechanisms for LLM-assisted content sharing are shown
in Figure 2. When attempting to share a potentially manipulative
post (left), the user is informed about the problematic practices of
it (top right) and can dive into detailed analysis of sub-phrases of
the post (bottom right).

4.2 Content Creation with LIAR Classification

Interaction mechanisms for LLM-assisted content creation based
on the LIAR? classification pattern are shown in Figure 3. While
writing a post, the LLM provides (near) real-time information about
the classification on the LIAR2 scale (top left). The user can ask
about the reasons of the classification (bottom left) or ask for a
refactoring of the post (right).

GoodIT ’25, September 3-5, 2025, Antwerp, Belgium

4.3 Content Creation with Semantic Analysis

Interaction mechanisms for LLM-assisted content creation based
on the semantic properties are shown in Figure 4. While writing
a post, the LLM provides (near) real-time information about the
semantic properties relevant in the context of fake news. The user
can ask for a refactoring of the post with an explanation.

4.4 Time-Efficient LLM Interactions

Due to limited capabilities of the LLM, misunderstandings or an in-
complete context, it can be valuable to add interaction mechanisms
that enable collaboration with the assistant to correct and steer
its recommendations. While chat-interactions are a very common
pattern to interact with LLMs, we argue that this can lead to an
"inconvenient" complexity, increase cognitive demands and slow
down the process. Therefore, we propose three (non-exhaustive)
interaction patterns with the LLM to foster user interaction while
acknowledging context-specific user preferences as depicted in
Figure 5. These are:

e Recalculation: Asking the LLM to rephrase the recommen-
dation for fast (yet dirty) sampling.

o Adding context: Users can add contextual information about
the content that is not available to the LLM or clarify misun-
derstandings of the LLM.

o Templates: The LLM automatically detects contextual infor-
mation in its post-recommendation and masks them. Users
can add the content of the templates field to trigger an update
from the assistant.

4.5 Inline Suggestions

To create an even faster and more immersive experience, inline-
suggestions can be of value (Figure 6). These are a common pattern
in LLM-assisted coding applications (e.g., [36]) and story-writing
(e.g., [24]). In our proposal, the assistant provides a recommendation
when the user stops writing. This recommendation can replace the
initial text based on a user command inline. The concepts from the
previous section can be applied, by e.g., offering a template-based
recommendation or showing the explanation for the recommen-
dation. Although this approach can speed-up the writing process,
it arguably reduces the explanatory/educational effect and makes
it less trivial to effectively integrate interaction patterns such as
“adding context” and “recalculation”.

4.6 Summary of Design Patterns

To support users in critically engaging with misinformation and
crafting trustworthy content, we derived a set of interaction de-
sign patterns tailored to our use case. These include LLM-powered
fake-news classification with accompanying explanations as well
as semantic property assessments paired with contextual justifica-
tions. Based on these semantic properties, highlighting problematic
rhetorical practices (e.g., emotionally charged or polarizing) and
sub-phrase-level analyzes, to explore why specific parts of posts
might be toxic, is facilitated.

In addition, we discussed improved content suggestions that are
transparently labeled and accompanied by explanations to promote
user understanding and trust. To streamline user interaction, we
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Figure 1: Plots that highlight the relationship between the different semantic dimensions and fake news labels

é g Robert F. Kennedy Jr. Warning

QP 7 September 2024 14.28 @ The statement you are about to share contains questionable phrasing and shows the

It's “all true” that the measles vaccine wanes quickly, was never fully safety tested and following properties:

contains fetal debris. Seems to contain false information

« Slight negative sentiment
oY Like @ Comment 0<g Share ———> « Relatively hard to read which can lead to misunderstandings
« Strongly polarizing which can intoxicate the public discourse
« High societal relevance which increases the need to be careful when sharing such
content

Analysis

It's “all true” that the measles vaccine wanes quickly, was never fully safety tested
and contains fetal debris.

The phrase ‘all true' suggests an absolute certainty and leaves no room for nuance or
disagreement, which can polarize discussions on vaccine safety.

Abort I still want to share

Figure 2: Example Ul "Sharing Content". Left: Social Media post, Right: Intervention Pop-up

{ s Google caved in to Trump. They erased Black History Month from the <4 Make Recommendation: * Why this is “Mostly False”
<« calendar.
Recommendation
True Mostly Half - False PoF At one point, Black History Month was not appearing on Google Calendar.

<4 Make Recommendations <4 Why this is “Mostly False’@k Mostly Half Mostly False PoF

Why this is “Mostly False”

The classification "Mostly False" means the statement contains an element of Explanation

truth but ignores critical facts that would give a different impression. In this To adapt the statement so it can be classified as "True", you would need to
case, while there may have been a temporary or technical issue involving remove the unsupported attribution of motive and focus strictly on the verifiable
Google Calendar not displaying Black History Month, there is no evidence that fact.

Google intentionally "caved in to Trump" or deliberately erased it from the This version reflects a factual event without making misleading claims or
calendar. The claim misrepresents the situation and assigns motive without assumptions, aligning it with the "True" classification.

factual support.

Figure 3: Example UI "Content Creation LIAR". Left: Explanation for the classification, Right: Recommendation and explanation
to improve the content
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Post Creation

4 vg It's “all true” that the measles vaccine wanes quickly, was never fully
L V'S safety tested and contains fetal debris.

Emotional Sarcasm

Readability

<4 Make Recommendation%

There are concerns regarding the duration of immunity provided by the
measles vaccine, its safety testing procedures, and the ethical
implications of its components.

Recommendation

Polarizing Readability Emotional Sarcasm

Explanations

« Removed absolute language (‘all true') to reduce polarizing tone.

« Rephrased the assertion about the vaccine waning quickly to indicate it's an
area of concern.

« Changed 'was never fully safety tested' to ‘there are concerns regarding its
safety testing procedures' for a more balanced view.

« Replaced 'contains fetal debris' with 'the ethical implications of its components'
to focus on the ethical debate instead of making definitive claims.

Figure 4: Example Ul "Content Creation Semantics". Content
creation area, classifications, recommendation (with updated
classifications), explanations (top-to-bottom)

é s Google caved in to Trump. They erased Black History Month from the

L 'S calendar.
Half
Add Context

True Mostly False PoF

Ireadablog-post
about it yesterday

The point of my post is to
highlight the hypocrisy of
Google and their societal
power |

<+ Make Recommendation$§ Why this is “Mostly False”

Recommendation

(At one point)
<Time> , Black History Month was not appearing on Google
(of a technical issue) —
<«
Calendar, because <Reason> Retry
Mostly Half Mostly False PoF

Explanation

To adapt the statement so it can be classified as "True", you would need to
remove the unsupported attribution of motive and focus strictly on the verifiable
fact.

This version reflects a factual event without making misleading claims or
assumptions, aligning it with the "True" classification.

Figure 5: Example UI "LLM Interactions". Showing template-
based recommendations and quick interactions with the
LLM-based assistant (Retry, "Add Context")

outline four complementary mechanisms for LLM collaboration:
(1) Recalculation, enabling quick regeneration of suggestions; (2)
Context enrichment, where users can clarify intent or background
information; (3) Template-based editing, which dynamically high-
lights adjustable components in LLM outputs; and (4) Inline sug-
gestions, offering in-situ improvements during the writing process.
Together, these design patterns aim to make LLM-supported con-
tent creation both efficient and educational, empowering users to
better recognize and avoid misinformation tactics.
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Google caved in to Trump. They erased Black History Month from the
calendar. |

fen

4 g <Time>, History Month was not appearing on Google Calendar, because
< <Reason>

Figure 6: Example UI “Inline Suggestions”. Top: initial inline,
template-based suggestion, Bottom: Inline suggestion for
template field

5 Limitations

As this is a preliminary study, there are several limitations with re-
spect to the technical evaluation. We used a rather small sub-dataset
with 120 samples for the fake news classification and tone analy-
sis. The dataset itself contains mostly U.S.-centric political content.
Content from other domains and geographical regions might yield
different results. Moreover, only a single LLM architecture, namely
GPT-4.1-mini, has been used and only a single, hand-crafted prompt
for both, fake news classification and tone analysis. With respect
to the tone analysis, we only provide an indirect validation of the
results by comparing them with the original labels for the fake news
classification and assess them based on the actual and expected
outcome.

For the use case designs, we present several interaction designs
and ways to utilize LLMs for assisting in the content creation pro-
cess. Yet, we did not conduct any user evaluations or usability tests
and can not make any claims about the effectiveness for end-users
and how intuitive they are to use. If these concepts can actually
improve users’ critical thinking, reduce misinformation or increase
trust in the moderation process and how they effect cognitive bur-
den compared to chat-based interactions stay open questions for
future work.

Additionally, the use of LLMs presents numerous technical and
ethical challenges. Despite their advanced language understand-
ing capabilities, they are still prone to hallucinations, i.e., generat-
ing plausible but factually inaccurate responses, and from limited
knowledge recency, which hinders their ability to process the most
up-to-date information. Moreover, even with safety alignment mea-
sures and protective tools in place, LLMs can still generate harmful
and offensive language, raising concerns in critical domains such
as content moderation. Last but not least, their deployment in-
volves substantial financial and environmental costs, particularly
related to energy consumptions and infrastructure demands. The
implications for users’ privacy and safety also remain insufficiently
understood.

6 Conclusion

The spread of misinformation remains a critical concern in today’s
digital environment, undermining public health efforts, destabi-
lizing economies, eroding trust in governments, and threatening
the cohesion of our societies. While regulatory interventions and
platform-based countermeasures have been introduced, they often
fail to address the needs of users with limited digital literacy or
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lower levels of education. Therefore, news tools and strategies are
needed to both detect misinformation effectively and empower in-
dividuals to engage with content more critically, aiming to create
safer and more resilient online communities.

In this work, we have investigated the role of LLMs, namely GPT-
4.1-mini, in identifying misinformation and extracting interpretable
semantic features, such as polarization, sentiment, emotionality,
and readability. Our findings suggest that LLMs can reasonably iden-
tify misleading content, provide human-readable explanations for
their classification, and offer constructive suggestions for revising
content to enhance credibility and accuracy. We have also proposed
and discussed a set of interaction patterns that illustrate how such
models might be integrated into tools to guide content creation,
provide feedback, and enable more informed sharing decisions.

We plan to extend our research in several directions. Primarily,
we aim to assess the effectiveness of LLMs on a more comprehen-
sive dataset, even considering different contexts, languages, and
cultures. Moreover, we would like to investigate the efficacy of our
prototypes and revising mechanism through a user study. We also
plan to generalize our approach to different types of data, including
images and videos.
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